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GLPI :

Au cours de ce TP nous allons 
installer et configurer GLPI.

GLPI est un logiciel open source 
qui offre une fonctionnalité de 
suivi des incidents.

Il permet de faciliter le support 
technique pour une entreprise.
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Schéma réseau :

Voici un schéma du réseau que 
nous allons utiliser dans ce TP.
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Etape 1 : Installation de GLPI
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Installation GLPI : 
Serveur LAMP :

Avant de pouvoir installer GLPI 
on doit installer sur la VM un 
serveur LAMP.

On commence par installer 
apache2 ainsi que php.

On met à jour les paquets :

On installe apache2 et on vérifie qu'il est bien actif :

On installe php et les modules requis pour GLPI :



Installation GLPI : 
Serveur LAMP :

On installe maintenant MariaDB 
pour la base de données.
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On installe mariaDB :

On sécurise l'installation avec la commande : mysql_secure_installation

On définit un mdp root et on supprime les user anonymes pour améliorer la 
sécurité. On peut aussi interdire les connexions root à distance.
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Installation GLPI : Base 
de données :

On crée maintenant une base 
de données et un utilisateur 
GLPI sur MariaDB.

On se connecte à MariaDB en tant que root :

On créer une base de données GLPI, un utilisateur glpiuser et on définit son mdp 
puis on lui accorde tout les privilèges sur cette BDD :
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Installation GLPI : 
Téléchargement 
GLPI :

On peut maintenant télécharger 
et installer GLPI.

On commence par télécharger le fichier sur le site officiel de GLPI :

On extrait l'archive téléchargé :

On déplace le dossier GLPI extrait vers le répertoire web d'Apache :

On modifie les permissions pour que le serveur web Apache ai les permissions 
nécessaires
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Installation GLPI : 
Interface d'installation :

Maintenant que GLPI est installé 
et que le dossier est dans le 
répertoire web d'Apache, on peut 
se connecter à l'interface web 
pour finaliser l'installation.

Pour accéder à l'interface d'installation : https://adresseIPdelaVM/glpi

Après avoir choisi la langue et accepter les termes de la License on peut procéder 
à la vérification des prérequis.
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Installation GLPI : GLPI 
Setup :

La vérification de la comptabilité 
détecte qu'il manque 
gd extension qui est requis pour 
le bon fonctionnement de GLPI

On installe l'extension gd et on 
redémarre Apache pour 
appliquer les changements.

Quand on retourne sur la page web gd 
extension est cette fois bien installé et on 
peut continuer la configuration GLPI
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Installation GLPI : 
Configuration de la BDD :

On passe maintenant à l'étape de 
la configuration de la Base de 
Données GLPI.

1. On entre l'hôte de la BDD (ici le pc 
local) et le login et mdp de l'user 
créer précédemment.

2. On sélectionne la BDD créer 
précédemment avec Mariadb

3. On Initialise la BDD
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Installation GLPI : 
Connexion :

On peut maintenant se 
connecter pour la première fois à 
GLPI.

On se connecte avec le mdp et le 
login de l'administrateur qui est 
glpi et glpi par défaut.
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Installation GLPI : 
Connexion :

Lors de la connexion on obtient 
cette interface que l'on va 
maintenant étudier plus en 
détails avec l'étude des rôles 
utilisateurs dans GLPI.



Etape 2 : Etude des rôles utilisateurs 
dans GLPI
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Etude des rôles : 
Identification des rôles

Sous : Administration > 
Utilisateurs on observe 
que plusieurs comptes 
sont créés par défaut.

On peut ajouter un nouvel utilisateur avec cette 
option qui se situe en haut de la page.

On peut alors choisir parmi cette liste le rôle que 
le nouvel utilisateur va occuper.

Voyons en détails les différents 
rôles disponibles pour les 
utilisateurs de GLPI.
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Etude des rôles : 
Identification des rôles

Voyons maintenant à quoi 
correspondent ces différents 
rôles.

Ce tableau résume les droits et 
fonctions des rôles présent par 
défaut.

Rôle Fonction Permissions

Administrateur
Gère les configurations 
globales du système et les 
utilisateurs.

Accès complet aux configurations 
système, gestion des utilisateurs, 
création et gestion des tickets.

Super Admin

A les mêmes permissions qu'un 
administrateur mais avec des 
droits supplémentaires sur les 
plugins.

Accès total à toutes les 
fonctionnalités, y compris les plugins 
et les configurations avancées.

Technicien
Traite les tickets et intervient 
sur les incidents et demandes.

Création, modification et clôture des 
tickets, accès aux informations 
techniques des équipements.

Observateur
Peut consulter les tickets et les 
informations sans pouvoir les 
modifier.

Lecture seule des tickets et des 
informations, aucune modification 
possible.

Utilisateur 
Standard

Crée des tickets pour signaler 
des incidents ou faire des 
demandes.

Création de tickets, suivi de l'état des 
tickets soumis.



18

Etude des rôles : 
Identification des rôles

Suite du tableau avec les rôles 
Hotline, Read Only et Supervisor.

Rôle Fonction Permissions

Hotline
Gère les appels entrants et crée 
des tickets pour les incidents 
signalés par les utilisateurs.

Création et gestion des tickets, 
accès limité aux informations 
techniques.

Read-Only
Peut consulter les informations 
sans pouvoir les modifier.

Lecture seule des tickets et des 
informations, aucune 
modification possible.

Supervisor
Supervise les techniciens et 
s'assure que les tickets sont traités 
correctement.

Accès en lecture/écriture aux 
tickets, peut assigner des tickets 
aux techniciens, accès aux 
rapports.

Certains rôles partagent beaucoup de similitudes en termes de fonctions et de 
permissions. C'est le cas de :

Observateur et Read-Only; Admin et super-Admin; Technicien et Superviseur.
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Etude des rôles : Création 
de comptes :

On va maintenant créer plusieurs 
comptes utilisateurs avec 
différents rôles.

On ajoute un utilisateur depuis : 
Administration > utilisateur > 
ajouter un utilisateur

On commence par créer un 
compte technicien

Pour chaque rôle on définit :

- Login
- Nom et Prénom
- Mdp
- Rôle
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Etude des rôles : Création 
de comptes :

On créer ensuite un compte 
observateur, Administrateur et 
simple utilisateur.

On se concentre sur ces quatre 
rôles qui présentent le plus de 
différences entre eux.
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Etude des rôles : Test des 
permissions : Simple user

Les différents utilisateurs que 
nous avons créés vont nous 
permettre de tester les 
permissions de plusieurs rôles.

On commence par tester les 
permissions d'un simple 
utilisateur.

Le simple utilisateur ou Self-service a des droits très limités. Il peut créer un 
ticket et consulté les tickets qu'il a créé.
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Etude des rôles : Test des 
permissions : Technicien

Voyons maintenant les 
permissions dont dispose le 
technicien.

Les techniciens peuvent 
créer, mettre à jour, et 
clore les tickets qui leur 
sont assignés. Ils peuvent 
également ajouter des 
commentaires et solutions 
aux tickets.

Accès aux informations 
techniques des 
équipements et logiciels 
afin diagnostiquer et de 
résoudre les problèmes.
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Etude des rôles : Test des 
permissions : Observateur

On regarde les permissions du 
rôle observateur.

L'observateur a un accès en lecture seule. Il peut voir les tickets et les différents 
incidents mais il ne peut pas les modifier comme en ajoutant un commentaire.
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Etude des rôles : Test des 
permissions : Admin

Enfin, voyons les permissions 
dont dispose le compte 
administrateur.

L'administrateur a un accès complet à toutes les fonctionnalités 
hormis certaines liées au plugin ou aux configuration avancées 
qui sont réservé au super-admin/



Etape 3 : Création et gestion des tickets 
d'incidents
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Création et gestion d'un 
ticket : Création du ticket

On se connecte en tant 
qu'utilisateur standard pour créer 
un ticket d'incident.

Sous menu principale : 
Assistance > Créer un 
ticket.

On donne un titre, une 
description, le niveau 
d'urgence du problème et 
on peut soumettre la 
demande.

On observe qu'un nouveau 
ticket est bien créé.
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Création et gestion d'un 
ticket : Traitement du 
ticket

On se connecte maintenant en 
tant que technicien pour pouvoir 
traiter le ticket.

Pour accéder au ticket : Sous Assistance Ticket

On peut bien voir le ticket créer par l'utilisateur précédemment.
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Création et gestion d'un 
ticket : Traitement du 
ticket

On va maintenant modifier et 
traiter le ticket.

On change le statut du ticket pour indiquer qu'il est pris en charge.

On ajoute un commentaire pour 
informer l'utilisateur de 
l'avancement du traitement.
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Création et gestion d'un 
ticket : Solution

Une fois que l'on a trouvé le 
problème on peut ajouter la 
solution et clôturer le ticket.

On déroule la section où on a ajouté le commentaire 
pour pouvoir ajouter la solution

On ajoute la solution 
que l'on a trouvé au 
problème

Le ticket passe en statut résolu
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Création et gestion d'un 
ticket : Analyse

On peut maintenant utiliser les 
outils de reporting pour analyser 
les statistiques et les 
performances des techniciens.

1 2

3

1. Pour accéder aux statistiques : assistance > statistiques
2. On peut consulter les stats du technicien globales
3. Ou pour chaque ticket, avec temps de prise en compte et durée de résolution.



Etape 4 : Inventaire d'un parc informatique
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Inventaire d'un parc 
informatique : Manuel

En plus d'être utilisé pour 
résoudre des problèmes, GLPI 
peut également être utilisé pour 
faire l'inventaire d'un parc 
informatique.

On peut ajouter les équipements 
d'un parc de manière manuel.

Sous Parc, on peut sélectionner l'équipement que l'on veut 
ajouter à l'inventaire, puis sur la nouvelle fenêtre, on peut 
ajouter un nouvel équipement.

Pour chaque équipement, on doit rentrer son nom, le type, le 
numéro de série ou encore le modèle de l'équipement.
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Inventaire d'un parc 
informatique : Automatique

Pour gagner du temps, on peut 
faire un inventaire en utilisant un 
agent.

On utilise l'agent GLPI agent et 
on commence par inventorier un 
PC sous OS Windows.

1. On télécharge GLPI agent sur 
un site de confiance

2. On lance le programme 
d'installation

3. On entre l'adresse IP du serveur 
GLPI

1

2

3
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Inventaire d'un parc 
informatique : Windows

Suite de l'installation de l'agent 
GLPI sous Windows.

Sous services, on redémarre le 
service GLPI-agent

On se connecte ensuite en 
localhost à : 127.0.0.1:62354 
et on Force an Inventory.



35

Inventaire d'un parc 
informatique : Windows

L'inventaire du PC Windows a 
bien fonctionné.

Sous Administration > Inventaire, on active 
l'inventaire et on sauvegarde les changements.

Quand on retourne dans l'interface Web de GLPI on remarque que le PC windows apparaît 
bien sous Parc > Ordinateur
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Inventaire d'un parc 
informatique : Linux

On va maintenant réaliser 
l'inventaire d'un PC sous Linux.

On commence par installer GLPI-
agent sous Linux.

On télécharge l'installateur linux de GLPI-agent

On utilise perl pour lancer le programme d'installation

On configure GLPI agent en entrant l'adresse IP du serveur GLPI
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On peut maintenant utiliser glpi-agent

Quand on retourne sous Parc > Ordinateur on remarque que le PC Linux a bien été 
inventorié

Inventaire d'un parc 
informatique : Linux

L'inventaire du PC Linux a bien 
fonctionné.
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Inventaire d'un parc 
informatique : Android

On cherche maintenant à 
inventorier un appareil Android.

Pour cela le téléphone doit être 
sur le même réseau que le 
serveur GLPI, pour cela on utilise 
un routeur wifi cisco.

Voyons la configuration de ce 
routeur wifi.

On branche le routeur wifi au PC par un cable Ethernet

On donne une adresse IP fixe au PC pour 
qu'il soit sur le même réseau que celui par 
défault du routeur.

On se connecte par la suite à l'interface de configuration web du routeur qui est par défaut 
: 192.168.1.245 et on se connecte avec les logins et mdp par défaut (cisco).
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Inventaire d'un parc 
informatique : Android : 
config routeur

On va maintenant configurer le 
point d'accès wifi afin qu'un 
téléphone puisse se connecter au 
même réseau que le serveur.

On arrive dans l'interface de 
configuration du point d'accès WIFI.

On change le mot de passe de 
connexion par défaut.

On change également le mot de passe 
que les utilisateurs devront rentré 
pour se connecter au wifi.

Enfin, on change le nom avec lequel 
apparaîtra le réseau wifi.
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Inventaire d'un parc 
informatique : Android

On se connecte maintenant au 
réseau wifi avec le téléphone, 
puis on télécharge et installe 
GLPI agent APK.

Connexion au routeur wifi Connexion de l'agent vers le serveur GLPI
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Inventaire d'un parc 
informatique : Android

Après avoir configuré l'agent 
GLPI sur le téléphone, on 
remarque que sous Parc > 
telephone, le telephone android 
apparaît bien dans l'inventaire 
GLPI.
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